
Built to provide Text and Phone 
service in the US



Agenda

•  CallFire Overview

•  Consumer Protection is Top Priority

•  CallFire and the FCC on TCPA Policy 
Discussions



WHO WE ARE



About CallFire



About CallFire

We are an institutionally backed, innovative telecom carrier 
and software technology firm with the heart of a start up. 

•  7 years in business

•  Over 60 employees

•  5 UCI, UCLA, USC & Harvard  
alumni founders

•  Offices in in Santa Monica, CA, 
and Hoboken, NJ



•  Fully engineered internally; all software hand-written
–  More than 600,000 lines of code, equating to more than 54,000 man hours in software 

engineering

•  Over 1.5 billion* call events since inception
–  14,000,000 calls sent in a single day (historical max)

–  Over 1 million call events per day

•  Over 200,000 customer sign ups

•  25% of our customers become “lifers” 
–  a lifer has been on the platform at least 3 years, oldest tenure is 7 year

•  30% growth in platform usage 2012 to 2013

CallFire Facts



2004: Company founded

2007: Founders identified and created a telecom product the world 
needed; “Bootstrapped" the business through product and 
service sales

2008: Signed first national customer and generated over $2 million in 
annual revenue

2010: Revenue growth to $5 million; introduction of new products

2012: Raised equity capital from Investor Growth Capital and 
Morgan Stanley; Acquired Ez Texting

CallFire Milestones
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WHAT WE DO



CallFire: Creating Disruptive 
Technology 



•  CallFire sells hosted software to clients

•  Services are delivered online

•  APIs allow customers to integrate their 
software with CallFire’s text and voice 
services

•  CallFire makes telephony as simple as email

CallFire Software Platform



WHO ARE OUR CUSTOMERS



CallFire Customers



•  NationBuilder is attempting to become the 
premier CRM application for political causes.

•  A direct answer to the “Democrats’ NGPVAN 
platform”.*

•  NationBuilder integrates via API with CallFire 
giving its customers the ability to send text 
messages and voice calls seamlessly.

Case Study: NationBuilder



•  4.2 Million Member Organization

•  Needed an IVR to provide reporting 
capabilities for volunteers

•  Up and running on CallFire within a week

•  Able to scale on demand

Case Study:  Politics

“When we have 10,000 volunteers who need to report in on the 
same day, CallFire's IVR system is a breakthrough solution for 
us.” 
                                                -Political Director 



CallFire:  In the News

During the 2012 Presidential 
Elections CallFire’s third party 
opinion polls were featured in The 
New York Times blog FiveThirtyEight



•  National pharmacy chain needed an inbound hosted 
survey to measure customer satisfaction 

•  Legacy provider was not agile or adaptive to business 
needs 

•  CallFire migrated IVR to its platform 

•  At last count, CallFire had helped complete over 2.4 
million surveys for customer

Case Study:  Market Research

Program Director called CallFire "the most scalable system design" he has worked 
with, citing its ability to exponentially increase capacity on short notice when needed. 



WHAT WE OFFER



CallFire Product Suite

Cloud Call Center

Voice Broadcast

Call Tracking Numbers

SMS Text Messaging

Interactive Voice Response



COMPLIANCE



CallFire Guiding Principle

         What is good for the consumer is good for us. 

CCallFire has a Zero-Tolerance policy for 
spammers and scammers.  



Consumer Protection

CallFire takes three important steps toward 
educating and protecting consumers:

1.  Rigorous education practices for employees and 
customers

2.  Proactive monitoring of accounts

3.  Software tools for compliance

We actively police our services.



Customer Education

•  Terms of Service agreement that is repeatedly shown to the user each 
time they input contacts into the system not just when they sign up

•  Every campaign requires an “I Agree” confirmation for legal 
compliance

•  Terms of Service has multiple references and links to the TSR

•  Easy to understand & readily available compliance information on our 
website: http://callfire.com/legal/compliance

•  Help Documentation: https://www.callfire.com/help/docs/getting-
started/managing-contacts/do-not-contact-list



Employee Education



Software Automation

1.  Automatic locking of accounts based on rules 
that are learned over seven years of business:
–  Campaign creation too fast
–  Payment too fast
–  Accounts created during off-hours are 

automatically locked until support has a chance 
to review them

2.  Caller-ID verification



Monitoring Accounts

•  Zero tolerance policy for any identified 
compliance issue. 

•  Any report of non-compliance results in 
locking of accounts that do not comply to 
our Terms of Service

•  Over 16,000 accounts locked proactively to 
prevent fraud or non-compliance

•  Sound files are screened by staff for new 
accounts



Prevention is better than Cure



CALLFIRE & PUBLIC POLICY



CallFire Proposition

CallFire’s Core 
Competency

Telecom Software Services 

Competencyp y

The 
Conversation 
Spectrum

Current Public Policy 
Debate

CallFire would like to inform & 
assist in expanding the public policy 
debate and help create policies that 
foster innovation and reflects 
telecom’s rapidly evolving role.



Outstanding TCPA Issues 

• Tremendous increase in expensive TCPA class 
action litigation.

• Commission guidance has not kept apace of 
technological changes.

– When facsimiles were a common mode of 
advertising in the 1990s, the Commission held that 
fax broadcasters are immune from TCPA liability if 
they merely transmit, for a fee, the faxes prepared by 
their customers to the recipients selected by their 
customers. 



Club Texting Petition

• In 2009, Club Texting filed a petition for declaratory 
ruling asking for the same logic to be applied to text 
broadcasters.

•  CallFire and similarly situated software-based 
platforms cannot police all of the messages transmitted 
through their services.

• Software providers should likewise be immune from 
TCPA liability when they do not control the content, 
timing or recipients of their customers messages.



In Closing


